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NSCIB Application Form
Part 1


Netherlands Scheme for Certification

in the Area of IT Security (NSCIB)


Nederlands Schema
voor Certificatie op het
gebied van IT-Beveiliging (NSCIB)

NSCIB Application Form
This application form is intended to register an IT security assessment under the provisions of the NSCIB scheme operated by TÜV Rheinland Nederland B.V. in co-operation with the Ministry of the Interior and Kingdom Relations/AIVD/NLNCSA.
Details of how to make the application are provided in NSP_01 Certification Process, “Step 1.1: Prepare Security Target & Submit Application” 
It shall be completed and submitted unencrypted via email to:
nscib_application@trustcb.com
indicating in the subject line “New NSCIB application (name of project)”
The signed application form shall be attached in PDF format to the email, including the (Site) Security Target or Protection Profile and, if applicable, the IAR as defined in sections 2.3 and 2.4.
	Form version:
	2021-03

	Form version date:
	10-05-2021


1 NSCIB Application Form
1.1 Introduction
The Netherlands Scheme for Certification in the Area of IT Security (NSCIB) is intended to enable the evaluation and certification of security aspects of information technology (IT). The objective of the Scheme is that IT products, systems and their requirements specifications can be evaluated and certified in the Netherlands in a way that conforms to the so called ‘Common Criteria’, an international standard (ISO/IEC 15408 and ISO/IEC 18045) with criteria and methodology for IT security evaluation.

The scheme is intended for (governmental) organisations and for vendors (including developers or distributors) of IT security products. It provides vendors the opportunity to have their IT security products independently assessed against the requirements of their customers. Governmental or other organisations are provided the possibility to meet their security policies (described in Protection Profiles or otherwise) in a fast and cost effective manner, by using independently assessed commercially available IT security products.
TÜV Rheinland Nederland B.V. in co-operation with TrustCB and the Ministry of the Interior and Kingdom Relations/AIVD/NLNCSA acts as the Certification Body and implements the NSCIB scheme. IT security assessments under the NSCIB scheme are evaluations performed by independent evaluation laboratories, also referred to as ‘ITSEF’ (Information Technology Security Evaluation Facility) that are licensed to operate under the NSCIB. The CB supervises every evaluation performed by an ITSEF to ascertain that the provisions of the NSCIB scheme are met.
1.2 Terms and disclaimers

An IT security assessment under the NSCIB scheme confirms that the product, the Protection Profile or the site
 considered meets the specified security characteristics. It also confirms that the evaluation was conducted in accordance with the provisions of the scheme and with the required competence and impartiality.

The evaluation results only apply to the specific version or identification of the object as defined in the (Site) Security Target or Protection Profile.

Issuance of a product or site certificate is not a guarantee that the product or site is free from security vulnerabilities. It does not absolve the Vendor of any liability for damages resulting from the use of the product.
A certificate is also not an endorsement or recommendation for use of the object by TÜV Rheinland Nederland B.V. or by any other organisation that recognises or gives effect to the certificate, and no warranty of the object by TÜV Rheinland Nederland B.V. or by any other organisation that recognises or gives effect to the certificate, is either expressed or implied.
1.3 Rights and obligations

The sponsor must comply with the provisions of the NSCIB scheme with the exclusion of the Purchase Conditions of sponsor and shall make all necessary arrangements for the conduct of the evaluation. The provisions of the NSCIB scheme are published on the NSCIB website
.

Unless otherwise requested in section 2.7 of this form, objects that have passed a successful evaluation and for which a certificate is issued will be listed on the NSCIB website by TÜV Rheinland Nederland B.V.

The issuance of a certificate may be used by the sponsor for advertising the object as long as it is understandable for the consumers and not misleading. The sponsor will:

· not claim the certificate has been issued while the object is still under evaluation;

· ensure that all objects referencing the certificate and/or the international Recognition Marks are manufactured or produced by the companies listed in the certificate and conform to the evaluated security characteristics;

· ensure that every alteration to the object results in a new version of the object not concerned by the certificate;

· advertise the listing of the object only for those security characteristics that were in scope of the evaluation;

· immediately discontinue to advertise the object as being certified when the object is no longer listed by TÜV Rheinland Nederland B.V. (i.e. certificate is expired or withdrawn).

TÜV Rheinland Nederland B.V. reserves the right to take all necessary steps against any misuse of the TÜV Rheinland Certification Mark and international Recognition Marks.

1.4 Confidentiality of the assessment

All parties involved are committed to keep the existence of this assessment confidential between all parties involved as long as it is in progress. This confidentiality requirement may be waived by the sponsor by a YES entry in the appropriate box in section 2.6 of this form or with a written agreement.

Should the object fail the certification, all parties are committed to ensure the confidentiality of this assessment, including the associated (intermediate) results and verdicts.

1.5 Costs related to certification

It is the responsibility of the sponsor to choose an ITSEF and to negotiate the contractual conditions with them (including financial arrangements) before signing this application.

TÜV Rheinland Nederland B.V. charges the costs for the certification process in accordance with the price list as published on the NSCIB website
. These costs will consist of a certification fee and the cost for a commercial certifier.
2 Scope of assessment

2.1 Type of certification

	New certification (Product / Protection Profile)
Certificate is valid for a maximum of 5 years.
Includes one certificate in Dutch or English and web publication of certification report.
A contract for re certification signed after the expiry date of the original certificate will be handled as a new certification with corresponding costs.
)
	( / -

	Re-certification (major changes of the TOE and/or threat environment) 
Re-issue of changed certificate (replacing the existing certificate), original expiry date extended to a maximum of 5 years after re-issue date and web publication with updated certification report.
Re-use possible of previous results optionally based on Impact Analysis Report of changes, new vulnerability assessment required.
	( / -

	Maintenance (minor change)

Original certificate remains.
Based on Impact Analysis Report of changes, no updated vulnerability assessment required.
Includes a maintenance report added to original web publication of certification report
	( / -

	Site certification 
A new or updated certificate will be issued with a maximum validity of 2 years.
	( / -


2.2 Object description

	Object name
:
	

	Reference:
	

	Version:
	

	Short description:
	

	Object category
:
	

	Technical domain
:
	01 – Smart cards and similar devices
	( / -

	
	02 - Hardware devices with security boxes
	( / -

	
	03 - Other/none
	( / -


2.3  (Site) Security Target/Protection Profile
For product or site evaluations the (Site) Security Target, or a draft version of it, shall be provided together with this application form. 
For a Protection Profile evaluation, the Protection Profile, or a draft version of it, shall be provided together with this application form. 
These (draft) documents are needed to determine the scope of evaluation and should provide sufficient information; including a general product/site description, the logical and physical boundaries, the Security Problem Description and the security objectives.
	Document type:
	(draft) Security Target
	( / -

	
	(draft) Site Security Target
	( / -

	
	(draft) Protection Profile
	( / -

	Document title:
	

	Reference:
	

	Version:
	

	Assurance level:
	


If the Security Target or Protection Profile claims compliance to one or more Protection Profiles (Please iterate the table in case compliance is claimed to more than one Protection Profile):

	PP title:
	

	Reference:
	

	Version:
	

	Is the Protection Profile certified:
	[YES / NO]


(Provide the (Site) Security Target and, if applicable, the Protection Profile together with this application form.)

2.4 In case of maintenance or re-certification

The evaluation tasks may be reduced by reusing previous evaluation results. An impact analysis report describing the changes between product versions and their impact on the developer evidence is required to facilitate this reduction in effort. This impact analysis report shall be based on the content guidelines given in document [2012-06-01] Assurance Continuity: CCRA requirements chap. 5 Impact Analysis Report).

	Reference of original certificate:
	

	Last issue date:
	


(Provide the Impact Analysis Report together with this application form.)

2.5 In case of a composite product

A product may be evaluated by taking into account the evaluation results from an already certified platform. This composite evaluation process is described in the JIL document Composite product evaluation for Smartcards and similar devices and requires an ‘ETR-for-Composition’ to be provided to the ITSEF. The issue date of the oldest ‘ETR-for-Composition’ in a chain of composites must be less than 18 months old at the end of the penetration testing of the complete smart card product. Any related supplementary information such as surveillance reports, maintenance addendum or recertification results should also be referenced here and made available to the ITSEF and the Certification Body.
Please iterate the table in case of multi-level compositions.
	Reference of platform certificate:
	

	(planned) Issue date of platform certificate:
	

	Reference of ETR-for-Composition
	

	Related supplementary information:
	

	(planned) Issue date of ETR-for-Composition:
	


2.6 Confidentiality of the assessment
	Does the sponsor allow the existence of the assessment be made public? This would result in an entry of the object under “ongoing certifications” on the NSCIB website by listing of the name of the developer, name of the object, product category, assurance level and certification identification:
	[YES / NO]


2.7 Publication of the certificate
After the evaluation is concluded successfully, TÜV Rheinland Nederland B.V. will list the object as being certified on the NSCIB website. The Certification Report with certificate and the (Site) Security Target or Protection Profile can also be published on the NSCIB website (and when applicable on the commoncriteriaportal.org website). The sponsor has the option to not have these documents published.

Note that international recognition of the certificate (of the product or the Protection Profile)
 requires the final version of the Security Target (or the Protection Profile) to be published together with the Certification Report.
	Does the sponsor want to have the Certification Report and related documents published?:
	[YES / NO]

	Desired language of the certificate (choose one):
	[English / Dutch]

	For an additional fee (see price list), a supplementary certificate (copy) in another language can be issued:
	[- / language]


2.8 Special requests in case of product certification
	Does the sponsor have a need to sanitise the final Security Target for its product before having it published? (see CCDB-2006-04-004
 for details):
	[YES / NO]

	Will the product be used as a Smart Card platform in composite evaluations and for which an ETR-for-Composition is requested? (see JIL-ETR-template-for-composition
 for details):
	[YES / NO]

	Does the sponsor have a need for a Site Technical Audit Report (STAR) to be generated for one or more of its development and production sites in case these sites will be audited by the ITSEF? (see JIL-Site-Technical-Audit-Report-template11 for details):
	[YES / NO]
If YES, specify how many STAR reports are required.


2.9 Involved parties

2.9.1 Sponsor

The sponsor is the organisation that applies for an assessment to the Certification Body, funds the evaluation and certification and will be listed on the certificate as certificate holder.

The sponsor is responsible for:

· the definition of the (Site) Security Target or Protection Profile which specifies the scope of the evaluation;
· providing the (site) Security Target or Protection Profile, and all other evaluation documentation, including access to the relevant production and development environments of the evaluated product or site.

In case of a IT product assessment, the sponsor is also responsible for:
· providing the IT product for testing;
· providing any components of the intended operational environment necessary for testing the IT product that are not affordable or readily available to the ITSEF;
· informing the scheme (ITSEF and Certification Body) as soon as possible of any known vulnerabilities in the TOE (including the underlying platform in the case of a composed TOE), together with information of how the issue is addressed (e.g. product update or platform surveillance report, maintenance addendum or recertification results);
· if the sponsor is the developer: technically assisting the evaluator if needed (e.g. training, testing, etc.).

	Organisation name:
	

	Address:
	

	Contact name:
	

	Telephone number:
	

	Email address:
	

	Website:
	

	Please indicate if the invoicing has to be submitted to another person or organisation (for example when the ITSEF is arranging the payment):

	Organisation name:
	

	Address:
	

	Contact name:
	

	Telephone number:
	

	Email address:
	


2.9.2 ITSEF
The ITSEF performs the evaluation. It acts as a third party independent of the product developer and sponsor. It is licensed by the Certification Body and as such is bound to comply with the provisions of the scheme.

To carry out its work, the ITSEF shall have access to all information necessary to complete its evaluation according to the NSCIB rules.

	Organisation name:
	

	Address:
	

	Contact name:
	

	Telephone number:
	

	Email address:
	


2.9.3 Developer (in case the sponsor is not the developer)
The developer is the organisation which designs, manufactures, manages or maintains the object, or some of its components, that is subject to the assessment.

The developer is responsible for:

· generating most of the developers evidence;

· technically assisting the evaluator if needed (training, testing, access to development and production environments of the evaluated product or site).

	Organisation name:
	

	Address:
	

	Contact name:
	

	Telephone number:
	

	Email address:
	


2.9.4 Certification Body
TÜV Rheinland Nederland B.V. in co-operation with TrustCB and the Ministry of the Interior and Kingdom Relations/AIVD/NLNCSA acts as the Certification Body and implements the NSCIB scheme. Its primary role is to provide independent confirmation that evaluations were carried out properly in accordance with the provisions of the scheme, and that the conclusions of these assessments are well founded.
	Organisation name:
	TÜV Rheinland Nederland B.V.

	Address:
	P.O. Box 2220
6802 CE Arnhem
The Netherlands

	Telephone number:
	+31 (0)88 888 7 888

	Email address:
	info@nl.tuv.com 


	Organisation name:
	TrustCB B.V

	Address:
	Van den Berghlaan 48
2132 AT Hoofddorp
The Netherlands

	Telephone number:
	+31 (0)23 737 08 00

	Email address:
	nscib@trustcb.com 


	Organisation name:
	NLNCSA

	Address:
	Ministerie van Binnenlandse Zaken en Koninkrijksrelaties
P.O. Box 20010
2500 EA The Hague
The Netherlands

	Telephone number:
	+31 (0)79 320 50 50

	Email address:
	nscib@nlncsa.nl 


2.9.5 Optional: Observer(s)

The sponsor may propose the presence of one (or more) observer(s) interested in monitoring the assessment process. The Certification Body decides on accepting an observer to the process.
	Organisation name:
	

	Address:
	

	Contact name:
	

	Telephone number:
	

	Email address:
	


3 Signatures

3.1 Sponsor

I hereby declare that I've read the terms in section 1 above and the provisions of the NSCIB scheme
 and commit to the responsibilities of the sponsor. I also declare that all relevant contractual agreements with the ITSEF (and, where relevant, the developer) have been arranged and hereby request to start the process for the evaluation and certification of the object identified above.
	Name, title and organisation name:
	

	Location:
	

	Date:
	

	
	

	
	[Signature of the person that legally represents the sponsor]


3.2 ITSEF
I hereby declare that I've read the terms in section 1 above and the provisions of the NSCIB scheme and commit to the responsibilities of the ITSEF. The object to be evaluated falls in a category for which my ITSEF is licensed. I also declare that all relevant contractual agreements with the sponsor (and, where relevant, the developer) have been arranged.
	Name, title and organisation name:
	

	Location:
	

	Date:
	

	
	

	
	[Signature of the person that legally represents the ITSEF]


Annex A: Certification Agreement
The sections below will be filled in by TÜV Rheinland and returned after the application has been accepted. The sponsor is then to sign for agreement of the certification costs.
Conformity Certification Agreement XXXXXXX (Certification ID)
Following the signed NSCIB Application Form dated 00 Month 202X, Sponsor wishes to have the object examined by TÜV Rheinland according to the provisions of the Netherlands Scheme for Certification in the area of IT Security (NSCIB) and agrees with the terms in section 1 of the NSCIB Application Form.

The evaluation will be done according to the Evaluation Work Plan (EWP) as provisionally provided in annex B of the NSCIB Application Form. Significant changes to the EWP like changes in object scope, evaluation scope, additional meetings will require an update of the NSCIB Application Form, annex B the EWP.
TÜV Rheinland Nederland B.V.

TÜV Rheinland Nederland B.V. agrees to supervise the evaluation of the sponsor’s object as performed by the listed ITSEF to ascertain that the provisions of the NSCIB scheme are met. TÜV Rheinland will then issue sponsor with a Certificate.

The cost for the certification, including one certificate, will be EUR #,--. The costs for the certifier will be EUR #,--. If extra certification effort is needed as a result of updates of the EWP, we will contact you before we conduct these activities.
Unless agreed otherwise, all prices mentioned in this Agreement are net prices; banking charges are for the account of sponsor.

An invoice of 100% of the costs is payable before the start of the certification.

The mentioned costs are based on the tariffs of 202X excluding VAT and subject to changes.
Termination of the certificate by Sponsor has to be done in writing, at least 1 month before the desired end date.
This agreement is drawn up under Netherlands Law and any disputes arising hereunder shall be resolved in accordance with the laws of the Netherlands.
	Name, title and organisation name:
	Rob de Jonge
TÜV Rheinland Nederland B.V.,
Chamber of Commerce number 27288788,
P.O. Box 2220, 6802 CE Arnhem, The Netherlands

	Date:
	

	
	

	
	[Signature of the person that legally represents TÜV Rheinland Nederland B.V.]


Sponsor

I hereby agree with the conditions and certification costs as specified above and understand the certification commences after payment of the invoice.

	Name, title and organisation name:
	

	Date:
	

	
	

	
	[Signature of the person that legally represents the sponsor]


Netherlands Scheme for Certification

in the Area of IT Security (NSCIB)


Nederlands Schema
voor Certificatie op het
gebied van IT-Beveiliging (NSCIB)

Annex B:
Provisional Evaluation Work Plan
	EWP version:
	1.0


Confirmation of developer agreement
	The Sponsor (and Developer) has reviewed and agreed this <updated> work plan:
	##-##-20##


Guidance for completion is included and marked in this manner (in dark red). In completed EWPs, this red guidance text must not be present.

The sections below of this provisional Evaluation Work Plan (EWP) must be completed and provided at the same time as this application form.

The provisional EWP will be used to estimate the certification effort and the associated certification costs. Note that a change in the evaluation scope (e.g. TOE boundary, additional evaluation meetings, evaluated product life cycle, additional sites, etc.) will require an update of the EWP and may have contractual consequences (delays, additional costs).
Criteria and methodology

General

	[CC] Common Criteria for Information Technology Security Evaluation, Part 1, 2 and 3
	Version
Revision
	3.1
[#]

	[CEM] Common Methodology for Information Technology Security Evaluation, Evaluation methodology 
	
	


Maintenance or re-certification

	[2012-06-01] Assurance Continuity: CCRA requirements, version 2.1, June 2012
	[YES / NO]


Site certification

	[CCDB-2007-11-001] CCDB Supporting document guidance: Site Certification, version 1.0, revision 1, October 2007
	[YES / NO]


For CC/CCRA documents see www.commoncriteriaportal.org/cc/.
International Guidance

	The international guidance documents listed in the identified version of ‘NSI_00_International_Supporting_Documents’ are to be used when applicable.
	Version

Date
	[#.#]

##-##-20##


NSCIB Scheme Procedures
	[NSP01] Certification process
	Version

Date
	[1.4]

[08-07-2019]

	[NSP06] Evaluator Reporting during the Monitoring Phase
	Version

Date
	[2.0]

[31-01-2020]


Evaluation specific methods
	[AIS 20/31] Functionality classes and evaluation methodology for deterministic/physical random number generators, version 3, 15.05.2013, Bundesamt für Sicherheit in der Informationstechnik
	[YES / NO]

	[Optionally: List additional evaluation specific methods]
	


For AIS see BSI website.
Project communication

It is necessary to specify the point of contacts for both sponsor/developer and the ITSEF in order to establish clear communication channels. TÜV Rheinland Nederland B.V. will inform the listed points of contact the contact details of the assigned certifier(s) after approval of the application.
Communication of a technical nature will be between the contacts listed below and the assigned certifier(s) according to the rules specified in [NSI_12_Project_Communication].

Electronic versions of evaluation evidence, deliverables and reports will be encrypted by PGP and require an exchange of public keys. The commercial certifier keys and NSCIB group key can be found on the NSCIB website, whereas the public keys of the point of contacts for both sponsor/developer and the ITSEF need to be exchanged preferably with the submission of this application form.
	Organisation Name
	Contact
	Role
	email

	[Name of sponsor]
	[Name of contact person(s)]
	
	

	[Name of developer/site owner (if different from sponsor)]
	[Name of contact person(s)]
	
	

	[Name of Evaluation Facility]
	[Name of Project Manager]

[Name of Lead Evaluator]
	Project Manager

Lead Evaluator
	

	TÜV Rheinland Nederland B.V.
	Paul Verhaere
	Certification Sales Manager
	sales@nl.tuv.com 

	TrustCB
	[Name of Certifier]
	Certifier
	<name>@trustcb.com

	Ministry of the Interior and Kingdom Relations
	[Name of Certification Monitor]
	Certification Monitor
	nscib@nlncsa.nl 


Evaluation staff

Evaluation staff assigned to work on CC evaluation work units and making pass/fail decisions shall have passed the NSCIB evaluator examination. A CC Trainee may support the CC evaluator assigned to the work items, but he/she can never make formal decisions.
Evaluation Specialists may perform testing or code analysis activities to support the CC evaluator assigned to the ATE, AVA or ADV_IMP class.

Roles may include: Project Manager, Lead Evaluator, CC Evaluator, CC Trainee, Evaluation Specialist.

In the case that the ITSEF has been involved in the object development and/or consultation regarding the object to be evaluated, these activities shall be described here. Under no circumstance may the evaluation staff assigned to the evaluation work have been involved in these activities.
The following evaluation staff is assigned to perform the evaluation:
	Name
	Role
	ASE
	ADV
	AGD
	ALC
	ATE
	AVA
	ETR

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	


Evaluation approach
Background

This section shall describe the background of this evaluation, any relations or dependencies with other evaluations, reuse of evaluation results, and whether consultancy or other activities (e.g. pre-code reviews) took place.
Evaluation approach and milestones
This section shall describe the evaluation approach and milestones as formal evaluation delivery moments and evaluation meetings. It shall be based on the default process described in [NSP_06] and adapted to the type of evaluation (e.g. product, Protection Profile, site, maintenance or re-certification). Any deviations from the default process (e.g. alternative ADV method) shall be explained in detail.

Note that evaluation approach and number of evaluation meetings is used for the cost estimation of the certification activities and that a change will require an update of the EWP and may have contractual consequences (delays, additional costs). The number of evaluation meetings proposed by the ITSEF should be explicitly stated in the description of the evaluation approach.

Changes in the planned date of an evaluation meeting shall be reported with undue delay, no shorter than 2 weeks in advance, in an (intermediate) monthly project status report (see also [NSI_12_Project_Communication]). Notification of changes within the two weeks’ timeframe of a planned evaluation meeting may have contractual consequences like additional costs.

By default there will be no kick-off meeting. If the ITSEF (or Sponsor) deems it necessary to hold a kick-off meeting to discuss new, innovative or unusual evaluation approaches or TOE scope, this should be explicitly identified below.

Testing
This section only applies for product evaluations and shall describe the testing approach for both functional testing (ATE_IND) and penetration testing (AVA_VAN). It shall address the following topics, as applicable:

· will the TOE be tested on site at the evaluator’s premises, at the developer’s location or remotely (see also [NSI_08_Performing_Testing]).

· will there be automated testing and who will generate the test scripts.

· is all required testing equipment available.

· will there be reuse of test results from previously performed testing.

	Specific variations from standard process

	The Evaluator, in agreement with the Sponsor, explicitly requires a kick-off meeting
	YES / NO

	The Evaluator intends to apply the Alternative ADV method
	YES / NO

	The TOE or the evaluation process exhibits specific non-standard aspects that should be discussed upfront with the scheme (elaborate below)
	YES / NO

	Any deviations from the standard/expected process shall be described here


	Security Target (ST) Evaluation

	Location:
	N.A.

	Deliverables:
	Security Target (ST)
	Delivery date

	
	ASE Report
	Delivery date

	Evaluation details:
	Any deviations, reuse or other relevant information shall be described here


	1st Evaluation Meeting
	Meeting date dd/mm/yyyy

	Location:
	

	Deliverables:
[amend meeting deliverables according to assurance requirements and evaluation approach]
	Updated ST and ASE Report according to certifier comments
	Delivery date

	
	Checklist for claimed assurance package, showing where evaluator actions relating to EM1 deliverables are demonstrated
	Delivery date

	
	ADV Presentation
	Delivery date

	
	Implementation Representation Sampling rationale
	Delivery date

	
	ADV/AGD Reference Document and all guidance documents that this document refers to
	Delivery date

	
	Configuration Item Identification Presentation
	Delivery date

	
	Consultancy/Evaluation Improvement Presentation
	Delivery date

	
	Any other observations that were found before this meeting and are deemed relevant
	Delivery date

	Evaluation details:
	Any deviations, reuse or other relevant information shall be described here


	2nd Evaluation Meeting
	Meeting date dd/mm/yyyy

	Location:
	

	Deliverables:
[amend meeting deliverables according to assurance requirements and evaluation approach]
	First Evaluation Meeting Deliverables that were rescheduled to this meeting
	Delivery date

	
	Checklist for claimed assurance package, showing where evaluator actions relating to EM1 deliverables are demonstrated
	Delivery date

	
	Implementation Representation Presentation
	Delivery date

	
	ATE/AVA Testplan Presentation
	Delivery date

	
	ATE/AVA Test descriptions
	Delivery date

	
	ALC Presentation, including ALC verification plan
	Delivery date

	
	Any other observations that were found before this meeting and are deemed relevant
	Delivery date

	Evaluation details:
	Any deviations, reuse or other relevant information shall be described here. If site audits are necessary (see also the section on ‘development and production workflow’) these shall be listed here.
Also indicate if it is proposed that EM2 is combined with EM1


	Final Evaluation Meeting
	Meeting date dd/mm/yyyy

	Location:
	

	Deliverables:
[amend meeting deliverables according to assurance requirements and evaluation approach]
	Second Evaluation Meeting Deliverables that were rescheduled to this meeting
	Delivery date

	
	Checklist for claimed assurance package, showing where all evaluator actions are demonstrated
	Delivery date

	
	Final version of Security Target (ST)

(and if applicable: ST-lite)
	Delivery date

	
	Final version of guidance documents
	Delivery date

	
	ATE/AVA test results
	Delivery date

	
	ALC Results Presentation
	Delivery date

	
	Draft Evaluation Technical Report (ETR)
(If applicable draft ETR-for-Composition, draft STAR)
	Delivery date

	
	Any further observations that were found before this meeting and are deemed relevant
	Delivery date

	Evaluation details:
	Any deviations, reuse or other relevant information shall be described here


	Final Evaluation Reporting

	Location:
	N.A.

	Deliverables:
	Evaluation Technical Report (ETR)
(if applicable: ETR-for-Composition, STAR)
	Delivery date

	Evaluation details:
	Any deviations, reuse or other relevant information shall be described here


Development and production workflow (not necessary for Protection Profile and Site evaluations)

In this section the development and production workflow shall be described. In particular the processes having a security impact on the evaluated product and on the evaluation workload shall be listed, including the physical location, and the ‘sensitive’ inputs and outputs. It shall also indicate if a site audit is necessary or, if reuse of site audit results is planned, the date of the STAR report. The tables below serve as examples.
Note that for reuse of site audit results [NSI_07_Site_Audits] shall be taken into consideration.
Please ensure that any STAR reports to be generated as a result of “site audit planned” entries are reflected in the number of STARs requested in section 2.8 above.
Example for a Smart Card manufacturer:
	Process
	Location
	Inputs
	Outputs
	Type of assessment


	Project management
	Amsterdam, NL
	
	Specification
	Re-use of STAR 01-01-2021, date of last audit 01-12-2020

	Java OS development
	Paris, FR
	Specification, Crypto source code
	Compiled source code
	Site audit planned

	Crypto Library development
	Munich, GE
	Specification
	Crypto source code
	Site audit planned

	Applet development
	Amsterdam, NL
	Specification
	CAP file
	Re-use of STAR 01-01-2021, date of last audit 01-12-2020

	IC manufacturing
	Nijmegen, NL
	Compiled source code
	Java Card chip
	Re-use of STAR 06-07-2020, date of last audit 30-04-2020

	Testing
	Eindhoven, NL
	Java Card chip
	Tested Java Card chip
	Site audit planned

	Pre personalisation
	Nijmegen, NL
	Tested Java Card chip, CAP file
	Product with applet loaded
	Re-use of STAR 06-07-2020, date of last audit 30-04-2020


Example for a hardware firewall:

	Process
	Location
	Inputs
	Outputs
	Type of assessment 13

	Project management
	Amsterdam, NL
	
	Specification
	Re-use of STAR 01-01-2021, date of last audit 01-12-2020

	Software development
	Paris, FR
	Specification
	Compiled source code
	Site audit planned

	Hardware development
	Munich, GE
	Specification
	Production file
	Site audit planned

	Hardware production
	Amsterdam, NL
	Production file
	HW device
	Re-use of STAR 01-01-2012, date of last audit 01-12-2020

	HW/SW Integration
	Nijmegen, NL
	HW device, Compiled source code
	Firewall product
	Re-use of STAR 06-07-2020, date of last audit 30-04-2020

	Testing
	Nijmegen, NL
	Firewall product
	Tested Firewall product
	Re-use of STAR 06-07-2020, date of last audit 30-04-2020

	Shipping
	Eindhoven, NL
	Tested Firewall product
	Firewall product
	Site audit planned


� Product, Protection Profile or site are hereafter also called “object”, “object to certify” or “object to evaluate”


� See � HYPERLINK "https://www.tuv-nederland.nl/common-criteria/" �https://www.tuv-nederland.nl/common-criteria/�


� � HYPERLINK "https://www.tuv-nederland.nl/common-criteria/certification.html" �https://www.tuv-nederland.nl/common-criteria/certification.html�


� In case a contract is signed before the expiry date of the existing certificate, but the assessment is successfully completed within 6 months after the expiry date, the new certification expiry date will be +5 years after the original expiry date.


� Note that this type of certification can only be requested if the original certificate is not older than 2 years.


� The name of the product, site or Protection Profile will be listed on the certificate precisely as indicated here.


� See � HYPERLINK "https://www.commoncriteriaportal.org/products/" �https://www.commoncriteriaportal.org/products/� for a list of categories


� See � HYPERLINK "https://www.sogis.eu/uk/tech_domain_en.html" �https://sogis.eu/uk/tech_domain_en.html� for a description of the technical domains


� Site Certificates do not fall under the Dutch accreditation scope and international mutual recognition agreements.


� http://www.commoncriteriaportal.org/files/supdocs/CCDB-2006-04-004.pdf


� http://sogis.eu/uk/supporting_doc_en.html


� The NSCIB procedures, instructions, forms and all other documents can be found on the NSCIB website (http://www.tuv-nederland.nl/nl/17/common_criteria.html).


� Provide STAR details where re-use is to be made, including date of report. If a STAR report is due to expire during the course of the evaluation, indicate whether there are plans already in place for the audit/site-certification to be renewed.
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